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Increasing the hiding capacity in image steganography using Braille code
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[bookmark: _GoBack]Abstract: Least significant bit (LSB) insertion steganography is a one of the most widely used methods for implementing covert data channels in image file exchanges. This popularity comes from its simplicity in implementation and low computational complexity of the algorithm moreover the primary reason being low image distortion. Many researchers try to increase the embedding capacity of LSB algorithm by increasing the layers of the image by keeping the image with minimal distortion effects. This paper introduces a new approach for embedding the data within the images using Braille code and bit-slicing technique. It will be shown that this unique steganography method has minimal visual distortion affects while also hiding the message with a secure and small code. Keywords: steganography; bit-slicing technique; least significant bit; LSB; Braille method.
